**Одбор за одбрану и унутрашње послове**

**Народнe скупштинe Републике Србије**

**ЈАВНО СЛУШАЊЕ О САЈБЕР БЕЗБЕДНОСТИ У РЕПУБЛИЦИ СРБИЈИ**

*Мала сала, Дом народне скупштине, Трг Николе Пашића*

*10. септембар 2015. године*

**ПРОГРАМ ЈАВНОГ СЛУШАЊА**

**10.00-11.30** Прва сесија: Појам и значај сајбер безбедности

Кључни ризици сајбер-простора за безбедност државе, економије и појединаца (сајбер-тероризам, сајбер-криминал, сајбер-активизам, сајбер-шпијунажа, сајбер-ратовање). Мапирање ризика, нападача и циљева сајбер-напада. Неопходност вишепартнерског модела у изградњи стратешког приступа сајбер-безбедности. Изазови за демократско управљање у области сајбер безбедности.

*Говорници:*

* **Горазд Божич**, директор националног центра за брзо реаговање на сајбер инциденте у Словенији (SI-CERT) и члан Управног одбора Европске агенције за безбедност мрежа и података (ENISA) (*мапирање ризика, нападача и циљева сајбер-напада*)
* **Ан-Мари Бузату (Anne-Marie Buzatu),** заменица директора Одељења IV, DCAF (*изазови у демократском управљању сајбер безбедношћу*)
* **Сава Савић,** помоћник министра, министарство трговине, туризма и телекомуникација,*(информациона безбедност у Србији, значај за развој)*

**11.30-12.00** Пауза

**12.00-13.30** Друга сесија**:** Стање сајбер безбедности у Србији

Представљање правног и институционалног оквира за обезбеђивање сајбер безбедности у Србији. Активности појединих државних органа у овом пољу. Представљање политика и стратегија од значаја за ову тему.

*Говорници:*

* **Горан Матић,** директор Канцеларије Савета за националну безбедност и заштиту тајних података (*постојећи* *правни и институционални оквир у Р.Србији, кључни изазови и претње по безбедност из сајбер простора*)
* **Бранко Стаменковић,** посебни тужилац за високотехнолошки криминал ***(****сајбер криминал у Србији и институционални одговор)*
* **Слободан Недељковић,** помоћник министра унутрашњих послова, МУП(*развој* *е-управа сервиса, импликације за безбедност, одговор МУП*)
* **Драган Младеновић,** Управа за телекомуникације и информатику (Ј-6), Војска Србије(*Одбрана од војних претњи у сајбер простору*)

**13.30-14.30** Пауза

**14.30-16.00** Трећа сесија: Зашто и како даље

Значај сајбер безбедности за развој земље, привреду и приватни сектор и vice versa. Могући модели за превазилажење тренутних изазова. Дискусија са свим претходним говорницима.

* **Арто Рати (Arto Räty),** стални секретар Министарства одбране Финске (*Фински модел стратешког приступа сајбер безбедности*)
* **Милан Николић,** директор корпоративне безбедности, Теленор Србија и Црна Гора (*значај сајбер безбедности за пословање, сарадња државе и приватног сектора, примери из Норвешке)*
* **Владимир Радуновић**, Директор програма сајбер-безбедности и е-дипломатије, Дипло Центар и DiploFoundation *(могући* *модели успостављања националних институција за сајбер безбедност на основу експертских дискусија под покровитељством Мисије ОЕБС)*